HSEM 415: Cyber Domain in the 21st Century
3 Credits

Class Location: Online
Class Meeting Time: TBD
Prerequisites: HSEM 301 or permission of instructor

Instructor |



Course Description

This course will provide a theoretical and practical overview of cyber as an operating domain,
cyber security as a protective requirement, and cyber power as a means to use cyber assets in
conflict. This course is designed to teach undergraduate students the history of the cyber
domain, practical application of the principles of cyber domain, and understand the context in
which the cyber domain could influence current and future conflicts. The course addresses a
range of topics to provide the student a solid overall theoretical foundation of cyber as a domain,
a source of national security interest, and exposure to the characteristics of cyber commons.
The course will provide analysis of case studies, readings, and strategy to enhance
understanding of cyber security, cyber power, and the cyber enterprise.



Course Policjes

Students expected to remain up to date with the scheduled lesson plans on a weekly basis.
Students will be penalized for the late submission of class assignments or if they fall behind by
more than two weeks (outside of emergency or mutually ag0.533 Bj Tdig8) TjcoO3BIBIOWdP R 228 0 WD (3BB300BEL



Requirements for Structured Reflective Journal Comments:
Instructor will provide shell where student will fill in comments. Use of the Elements of

Though and Universal Intellectual Standards form the Paul and Elder Miniature guide is
highly encouraged.

Course Rubric based upon assignments and grade calculation







